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Abstract— Watermarking is the technique to discourage illegal duplication and to hide information within the image which provides 
authentication  and copyright protection. In this paper we present an algorithm which is based on DWT in which “haar” wavelet is used 
which provide both hiding information inside the image and also detecting information from the image and the analysed results are shown 
using MATLAB. 

Index Terms— Visible Watermarking; Invisible Watermarking; Discrete Wavelet Tranform; Haar Wavelet .   

——————————      —————————— 

1 INTRODUCTION                                                                    

ith the rapid growth of computer technology and mul-
timedia technology, authentication and copyright own-
ership becomes more and more necessary. As on digital 
media distribution of images is so common nowadays. 

Unfortunately, the images so distributed can be copied repeat-
edly and without error, putting the right of their owners at 
risk. Even when encrypted for distribution, images are unpro-
tected after decryption. So, one way to provide authentication 
and copyright protection is watermarking. It is the process of 
inserting data into an image in such a way that it can be used 
to make an assertion about the image.  

As there are different techniques to do digital watermarking, 
one of them is DCT. But in this paper we are considering DWT 
as it allows good localization both in time as well as in spatial 
frequency domain. DWT also provides better robustness and 
imperceptibility. By using “haar”wavelet as a mother  wavelet 
watermarking approach is proposed. The most important char-
acterstics of good watermarking are - it should be robust and 
the watermark should be visible or invisible under user’s con-
trol. So, DWT fulfills all the conditions of good watermarking. 
Therefore, in this paper we proposed an algoritm based on 
DWT and both visible and invisible watermarks are shown in 
the results. 

2   PROPOSED APPROACH 
This research paper proposed a prototype for the security of 
digital images. The working principle of this approach is as: 
 Insert the information or secret data into the digital image. 
 That information can be visible or invisible. 
 

 And an image used can be either color or gray image. 

 Owner of the image can blame for ownership on the basis  
of secret data embedded in the image. 
 
                      
 
 
 
                      
 
 
 
                        
 
 
 
 
                      
 
 
 
                       
 
 
                      
                  Fig1 flow chart of the proposed algorithm. 
 

3   PROPOSED ALGORITHM 
A. Watermark Embedding Algorithm 

 
clear all; 
X=imread('path of org img\filename.jpg'); 
[a b]=size(X); 
figure, imshow(X), title('Original Image'); 
pause(0.3); 
if isrgb(X) 
 
 
disp(a); 
b=b/3; 

W 
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disp(b); 
X=imresize(X,[512,512]); 
R=X(:,:,1); 
G=X(:,:,2); 
B=X(:,:,3); 
else 
R=imresize(X,[512,512]); 
end 
R=double(R); 
[A, H, V, D] = dwt2(R, 'haar'); 
f = A; 
WM=imread('path of watermark image\filename.jpg'); 
if isrgb(WM) 
WM=rgb2gray(WM); 
end 
WM=imresize(WM,[512,512]); 
figure, imshow(WM), title('Watermark'); 
pause(0.1); 
WM=imresize(WM,[256,256]); 
WM=double(WM); 
c = 0.01; 
F = f + (c*abs(f).* WM); 
[p q]=size(f); 
for i=1:p 
for j=1:q 
ncA(i,j) = F(i,j); 
end 
end 
if isrgb(X) 
Rimg = idwt2(ncA,H,V,D,'haar'); 
Wimg(:,:,1)=Rimg; 
Wimg(:,:,2)=G; 
Wimg(:,:,3)=B; 
else 
Wimg=idwt2(ncA,H,V,D,'haar'); 
end 
Wimg = imresize(Wimg,[a,b]); 
[filename3, pathname3]=uiputfile('*.bmp','Save Watermared 
Image'); 
iwrite(uint8(Wimg),fullfile(pathname3,filename3)); 
b=imread(fullfile(pathname3, filename3)); 
figure, imshow(b), title('Watermarked Image'); 
 
B. Watermark Extraction Algorithm 

 
clear all; 
X=imread('path of original image\file name.jpg'); 
figure, imshow(X), title('Original Image'); 
pause(0.3); 
if isrgb(X) 
X=imresize(X,[512,512]); 
R=X(:,:,1); 

G=X(:,:,2); 
B=X(:,:,3); 
else 
R=imresize(X,[512,512]); 
end 
R=double(R); 
[A, H, V, D] = dwt2(R, 'haar'); 
f = A; 
W=imread('path of watermarked image\file name.bmp'); 
figure, imshow(W), title('Watermarked Image'); 
pause(0.3); 
if isrgb(W) 
W=imresize(W,[512,512]); 
wR=W(:,:,1); 
wG=W(:,:,2); 
wB=W(:,:,3); 
else 
wR=imresize(W,[512,512]); 
end 
wR=double(wR); 
[wA, wH, wV, wD] = dwt2(wR, 'haar'); 
g = wA; 
c = 0.01; 
RW = g - (f + (c*abs(f))); 
[m n] = size(g); 
for i=1:m 
for j=1:n 
nwA(i,j)= RW(i,j); 
end 
end 
b = nwA; 
b=imresize(b, [512,512]); 
[file-
name3,pathname3]=uiputfile('*.png','SaveRecover_Watermark 
Image '); 
imwrite(b, fullfile(pathname3, filename3)); 
b=imread(fullfile(pathname3, filename3)); 
figure, imshow(b), title('Recovered Watermarked'); 

4   RESULT 
To show the effeicieny of the proposed algorithm two differ-
ent images are used in which one is the original which is to be 
watermarked and another image is the watermark image. The 
original image can be gray scale or a color image. 
The results for the above algorithm are shown below. 
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                               Fig2. Original Image 
 
 
 

 

                         Fig3. Watermark Image 
 
 

 

              Fig4. Output of Invisible Watermarking 
 
 
 

 

                     Fig5. Recovered Watermark Image 

5 CONCLUSION 
This paper shows that the need for authentication and owner’s 
copyright can be protected by using the proposed algorithm. It 
shows that by using DWT the embedded information and 
original not get effected by using basic image operations and 
the secured information can easily be read. In this way we can 
secure the digital images. 
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